Course Name: Advanced Cyber Security

Prerequisites:

Laptop/PC
Stable internet connection
KENET Cybersecurity awareness course

Medium to good knowledge of the UNIX/Linux command line
environment

Basic knowledge of TCP/IP networking

MUST have taken the ISOC NetOps course in UNIX/Linux and DNS
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8. Network Security Architecture and Isolation
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